**VCC Assignment**

**User Management in Azure**

1. **Add or delete users using Azure Active Directory**

* **Add a new user**

You can create a new user using the Azure Active Directory portal.

To add a new user, follow these steps:

1. Sign in to the [Azure portal](https://portal.azure.com/) as a User administrator for the organization.
2. Search for and select *Azure Active Directory* from any page.
3. Select Users, and then select New user.
4. On the User page, enter information for this user:
   * Name. Required. The first and last name of the new user. For example, *Mary Parker*.
   * User name. Required. The user name of the new user. For example, mary@contoso.com.

The domain part of the user name must use either the initial default domain name, *<yourdomainname>.onmicrosoft.com*, or a custom domain name, such as *contoso.com*. For more information about how to create a custom domain name, see [Add your custom domain name using the Azure Active Directory portal](https://docs.microsoft.com/en-us/azure/active-directory/fundamentals/add-custom-domain).

* + Groups. Optionally, you can add the user to one or more existing groups. You can also add the user to groups at a later time. For more information about adding users to groups, see [Create a basic group and add members using Azure Active Directory](https://docs.microsoft.com/en-us/azure/active-directory/fundamentals/active-directory-groups-create-azure-portal).
  + Directory role: If you require Azure AD administrative permissions for the user, you can add them to an Azure AD role. You can assign the user to be a Global administrator or one or more of the limited administrator roles in Azure AD. For more information about assigning roles, see [How to assign roles to users](https://docs.microsoft.com/en-us/azure/active-directory/fundamentals/active-directory-users-assign-role-azure-portal).
  + Job info: You can add more information about the user here, or do it later. For more information about adding user info, see [How to add or change user profile information](https://docs.microsoft.com/en-us/azure/active-directory/fundamentals/active-directory-users-profile-azure-portal).

1. Copy the autogenerated password provided in the Password box. You'll need to give this password to the user to sign in for the first time.
2. Select Create.

The user is created and added to your Azure AD organization.

* **Add a new guest user**

You can also invite new guest user to collaborate with your organization by selecting Invite user from the New user page. If your organization's external collaboration settings are configured such that you're allowed to invite guests, the user will be emailed an invitation they must accept in order to begin collaborating.

* **Add a consumer user**

There might be scenarios in which you want to manually create consumer accounts in your Azure Active Directory B2C (Azure AD B2C) directory.

* **Add a new user within a hybrid environment**

If you have an environment with both Azure Active Directory (cloud) and Windows Server Active Directory (on-premises), you can add new users by syncing the existing user account data.

* **Delete a user**

You can delete an existing user using Azure Active Directory portal.

To delete a user, follow these steps:

1. Sign in to the [Azure portal](https://portal.azure.com/) using a User administrator account for the organization.
2. Search for and select *Azure Active Directory* from any page.
3. Search for and select the user you want to delete from your Azure AD tenant. For example, *Mary Parker*.
4. Select **Delete user**.

The user is deleted and no longer appears on the **Users - All users** page. The user can be seen on the **Deleted users** page for the next 30 days and can be restored during that time.

1. **Add or update a user's profile information using Azure Active Directory**

* **Add or change profile information**

As you'll see, there's more information available in a user's profile than what you're able to add during the user's creation. All this additional information is optional and can be added as needed by your organization.

* **To add or change profile information**

1. Sign in to the Azure portal as a User administrator for the organization.
2. Select Azure Active Directory, select Users, and then select a user. For example, Alain Charon.
3. Select Edit to optionally add or update the information included in each of the available sections.

* Profile picture. Select a thumbnail image for the user's account. This picture appears in Azure Active Directory and on the user's personal pages, such as the myapps.microsoft.com page.
* Identity. Add or update an additional identity value for the user, such as a married last name. You can set this name independently from the values of First name and Last name. For example, you could use it to include initials, a company name, or to change the sequence of names shown. In another example, for two users whose names are ‘Chris Green’ you could use the Identity string to set their names to 'Chris B. Green' 'Chris R. Green (Contoso).'
* Job info. Add any job-related information, such as the user's job title, department, or manager.
* Settings. Decide whether the user can sign in to Azure Active Directory tenant. You can also specify the user's global location.
* Contact info. Add any relevant contact information for the user, except for some user's phone or mobile contact info (only a global administrator can update for users in administrator roles).
* Authentication contact info. Verify this information to make sure there's an active phone number and email address for the user. This information is used by Azure Active Directory to make sure the user is really the user during sign-in. Authentication contact info can be updated only by a global administrator.

1. Select Save.

All your changes are saved for the user.

1. **Reset a user's password using Azure Active Directory**

* **To reset a password**

1. Sign in to the Azure portal as a user administrator, or password administrator. For more information about the available roles, see Assigning administrator roles in Azure Active Directory
2. Select Azure Active Directory, select Users, search for and select the user that needs the reset, and then select Reset Password.
3. In the Reset password page, select Reset password.
4. Copy the password and give it to the user. The user will be required to change the password during the next sign-in process.
5. **Assign administrator and non-administrator roles to users with Azure Active Directory**

* **Assign roles**

A common way to assign Azure AD roles to a user is on the Directory role page for a user.

You can also assign roles using Privileged Identity Management (PIM).

* **assign a role to a user**

1. Go to the [Azure portal](https://portal.azure.com/) and log in using a Global administrator account for the directory.
2. Search for and select **Azure Active Directory**.
3. Select Users.
4. Search for and select the user getting the role assignment. For example, Alain Charon.
5. On the Alain Charon - Profile page, select Assigned roles.

The Alain Charon - Directory role page appears.

1. Select Add assignment, select the role to assign to Alain (for example, Application administrator), and then choose Select.

* **Remove a role assignment**

If you need to remove the role assignment from a user, you can also do that from the **Alain Charon - Directory role** page.

* **To remove a role assignment from a user**

1. Select **Azure Active Directory**, select **Users**, and then search for and select the user getting the role assignment removed. For example, *Alain Charon*.
2. Select **Assigned roles**, select **Application administrator**, and then select **Remove assignment**.
3. **Restore or remove a recently deleted user using Azure Active Directory**

After you delete a user, the account remains in a suspended state for 30 days. During that 30-day window, the user account can be restored, along with all its properties. After that 30-day window passes, the user is automatically, and permanently, deleted.

You can view your restorable users, restore a deleted user, or permanently delete a user using Azure Active Directory (Azure AD) in the Azure portal.

* **Required permissions**

You must have one of the following roles to restore and permanently delete users.

* Global administrator
* Partner Tier1 Support
* Partner Tier2 Support
* User administrator
* **View your restorable users**

You can see all the users that were deleted less than 30 days ago. These users can be restored.

* **To view your restorable users**

1. Sign in to the Azure portal using a Global administrator account for the organization.
2. Select Azure Active Directory, select Users, and then select Deleted users.
3. Review the list of users that are available to restore.

* **Restore a recently deleted user**

When a user account is deleted from the organization, the account is in a suspended state and all the related organization information is preserved. When you restore a user, this organization information is also restored.

* **To restore a user**

1. On the **Users - Deleted users** page, search for and select one of the available users. For example, *Mary Parker*.
2. Select **Restore user**.

* **Permanently delete a user**

You can permanently delete a user from your organization without waiting the 30 days for automatic deletion. A permanently deleted user can't be restored by you, another administrator, nor by Microsoft customer support.

* **To permanently delete a user**

1. On the **Users - Deleted users** page, search for and select one of the available users. For example, *Rae Huff*.
2. Select **Delete permanently**.